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SECTION – A (10 X 2 =20) 

Answer ALL the questions. 

1. Define Computer Crime. 

2. List the types of cyber crime. 

3. What do you mean by Digital crime? 

4. Define Cyber Law. 

5. What is meant by Digital Signature? 

6. Define Cryptography. 

7. What is meant by Patents? 

8. Define Trademarks. 

9. List the objectives of IT act 2000. 

10. Define E - Governance. 

 

SECTION – B (5 X 5 =25) 

Answer any FIVE of the following questions. 

11. Describe the vulnerability of computer systems to crime. 

12. Explain how the country like Canada handle computer crime. 

13. Describe how the country United Kingdom (UK) handle computer crime. 

14. Describe the process of Digital signature certification. 

15. Explain the varieties of Patents. 

16. Describe the Requisites of a Trade mark. 

17. Explain the method to secure Electronic records and Digital Signature. 

18. Describe the duties of certifying Authorities. 

 

SECTION – C (3 X 10 =30) 

Answer ALL the questions. 

19. a)  Explain the types of computer crime in detail. 

    (Or) 

b) Explain how countries like Italy and Australia handle cyber crime. 

 

20. a)  Explain the concept of cryptography. 

    (Or) 

b)  Explain the types of IPR in detail. 

 

21. a)  Describe the process in Regulation of certifying authority in detail. 

    (Or) 

b)  Explain the role of E-Governance in detail. 
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